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Threatsaurus: The A-Z of computer and data security threats

Advanced Persistent Threats
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An advanced persistent threat is a type of
targeted attack. APTs are characterized by an il ot et 2
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infiltration into a network.

These attackers actively manage their attack once
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they have a foothold in a network and are usually
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é 2 £ than simple financial data. APTs are persistent in that
the attackers may
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remain on a network for some time. APTs should not ~ [@
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opportunistic and indiscriminate attacks seeking any
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available victim rather than specific information. )
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